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Information, Data  
& Cyber Security Policy 

Striving to maintain our global position as the number one supplier of loadcells to the lifting, rigging and load measurement industries 

Crosby Straightpoint 

Information, Data & Cyber Security Policy Statement 
It is the policy of Crosby Straightpoint, part of Kito Crosby, is to continually exercise due care and diligence in protecting 
protect information from unauthorized access, use, disclosure, destruction, modification, disruption or distribution, in 
order to: 

• Protect information entrusted to us by customers, stakeholders & others; 

• Maintain personal professional integrity; 

• Protect the reputation of the company; 

• Comply with legal requirements; 

• Avoid undesirable negative consequences, such as regulatory fines, disciplinary action, legal 

action, customer relationship difficulties, and brand damage. 

The Senior Management Team is responsible for establishing and maintaining protocols and processes that ensure the 
integrity of the company is maintained, and that all staff, and those contracted by the company to carry out work on its 
behalf, have a proper understanding of what is required of them.  

Crosby Straightpoint is committed to ensuring that all information and data collected, stored, used and processed by the 
company, including personal information, will be protected from deliberate and unintentional unauthorized access, use, 
disclosure, disruption, modification and destruction by external or internal influences. 

Furthermore, personal; information will not be disclosed to any third parties without the express consent of the person 
about information is held, except in the case where legally required, or it is in our legitimate interest, and does not 
overwrite your data protection interests or fundamental rights and freedoms. 

 

Consistent with this policy, and our strategic direction, our top management have 
identified key information security goals that include objectives and performance 
targets relating to: 

▪ Compliance with regulatory requirements, and the requirements of other 
stakeholders and interested parties, regarding information security; 

▪ Customer requirements relating to the protection of their information and 
data ; 

▪ Implementation of our information security risk treatment programme. 

Performance data relating to achievement of targets is continually monitored and 
analysed. 

The competence and awareness of all staff is regularly reviewed to ensure the 
effectiveness of their contribution to achieving information security objectives 
and the strategic direction of the company. 

As part of our internal and external communication procedures and staff training 
programmes, it is ensured that this policy, and associated objectives, is 
communicated, understood, implemented and maintained at all levels within the 
organisation, and made available to relevant interested parties where required or 
requested. 

This policy is regularly reviewed by top management to ensure its continuing 
suitability, adequacy, effectiveness and alignment with our strategic direction. 

Kevin Coote 

 
Plant Manager 
Crosby Straightpoint 
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